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 הנוסח המחייב הוא נוסח הדיווח באנגלית -תרגום נוחות

 
והזמנה  הגרמנית esc Aerospace חברת טי מודיעה על שיתוף פעולה אסטרטגי עם-פסיי

 בגרמניה SDP-ראשונה למוצר ה

 esc Aerospace GmbH "(escטי גרופ מודיעה על חתימת הסכם הפצה עם -סייפ – 2018בספטמבר  17הרצליה, 

Aerospace )"יצרנית מובילה של תוכנה וחומרה לתעשיות התעופה והחלל, ה ,-IT התקשורת, הביטחון, התחבורה ,

סיס הלקוחות טי להציע את מגוון המוצרים החדשני שלה לב-והאוטומציה. שיתוף הפעולה האסטרטגי החדש יאפשר לסייפ

 ., בתחום הביטחוני ובתחום התעופה והחללבגרמניה, אוסטריה ושווייץ esc Aerospaceהרחב של 

esc Aerospace  משווקת טכנולוגיות ומומחיות בתעשייה ללקוחות בגרמניה, באוסטריה ובשווייץ, וכן במדינות אירופיות

היא מפעילה סניפים בווינה, בסופיה, בקייב ובקראקוב. נוספות ובארה"ב. משרדיה הראשיים באורלנדו, מינכן ופראג ו

 .Software-Defined Perimeter  (SDP)מסוגטי -במסגרת הסכם ההפצה, יוצגו פתרונות האבטחה לארגונים של סייפ

, שהושק לאחרונה, שלה Software-Defined Perimeter( SDP)-בנוסף, מודיעה החברה על הזמנת רכש ראשונה למוצר ה

של Secure Data Exchange (SDE )-( וSDA) Secure Data Accessמשלב את מוצרי  SDP-. פתרון המובילגרמני מלקוח 

והגבלת הגישה  ,את מתקפות הסייבר באמצעות הסתרת המידע העסקי הקריטי ברשת הפנימיתהחברה, נועד להפחית 

וך אספקת בקרה וניהול אחידים של המידע, מבלי , תבלבד, הן בענן והן באתר הלקוח יםומוגדר יםמורשוליחידים לישויות 

 .לסכן את הפעילות העסקית ומבלי לפגוע בחוויית המשתמש

 

 טי גרופ-אודות סייפ

, היא חברה מובילה בתחום פתרונות SFETטי גרופ, הנסחרת בבורסה לניירות ערך בתל אביב ובנאסד"ק תחת סימול -סייפ

software-defined access ,המצמצמים את המתקפות נגד השירותים העסקיים הקריטיים והמידע הרגיש בארגונים. סייפ-

טי מספקת מענה לאתגר הגישה למידע באמצעות הסתרת המידע ברשת הפנימית, הגנה על מידע והגבלת הגישה לישויות 

ות, האבטחה והעמידה בדרישות טי מגבירה את היעילות והתפוקה התפעולי-מורשות ומוגדרות בסביבות ענן היברידי. סייפ

-הרב SDA-באמצעות הגנה על ארגונים מדליפה וזליגה של מידע, תוכנות כופר, תוכנות זדוניות והונאות כספיות. פתרונות ה

טי מאפשרים לארגונים בתחומי הפיננסיים והבריאות, לשירותי תשתית וממשלות לאבטח -שכבתיים, מוגני הפטנט של סייפ

 ותים והרשתות מפני איומי מידע פנימיים וחיצוניים. את הנתונים, השיר

 מידע צופה פני עתיד

 פרסום זה כולל מידע צופה פני עתיד כמשמעותו בדין האמריקאי. לפרטים נוספים, ראה נוסח הדיווח המחייב באנגלית להלן.

 פרטי קשר

 עדי ומיכל קשרי משקיעים

 0523044404מיכל אפרתי: 

michal@efraty.com 
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Safe-T Announces Strategic Partnership with esc Aerospace and First SDP Order 

in Germany 

 
Herzliya, Israel, September 17, 2018 – Safe-T Group Ltd. (NASDAQ, TASE: SFET) today announced the 
signing of a reseller agreement with esc Aerospace GmbH (“esc Aerospace”), a leading producer of 
software and hardware for the aerospace, IT, communications, defense, transportation and automation 
industries. The new strategic partnership will introduce Safe-T’s innovative products to esc Aerospace’s 
wide customer base in the DACH region (Germany, Austria and Switzerland), including customers in the 
aerospace and defense verticals.  
 
esc Aerospace, headquartered in Orlando, Munich and Prague (with offices in Vienna, Sofia, Kiev and 
Cracow), offers technologies and industry expertise to customers in the DACH region, several other 
European countries, and the United States.   
 
In addition, Safe-T has received its first purchase order for its new, recently launched, Software-Defined 
Perimeter (SDP) product, by a leading customer from Germany. The SDP, which is built from Safe-T’s 
Secure Data Access (SDA) and Secure Data Exchange (SDE), is designated to reduce cyber-attacks by 
masking mission-critical data at the perimeter, limiting access to authorized and intended entities or 
individuals, on premise or in the cloud, while providing unified control and management of data without 
compromising business operations and without interfering with the user’s experience. 
 
About Safe-T Group Ltd.  

Safe-T Group Ltd. (Nasdaq, TASE: SFET) is a leading provider of software-defined access solutions which 
mitigate attacks on enterprises’ business-critical services and sensitive data. Safe-T solves the data access 
challenge by masking data at the perimeter, keeping information assets safe and limiting access only to 
authorized and intended entities in hybrid cloud environments. Safe-T enhances operational productivity, 
efficiency, security, and compliance by protecting organizations from data exfiltration, leakage, malware, 
ransomware, and fraud. With Safe-T’s patented, multi-layer software-defined access, financial services, 
healthcare, utility companies and governments can secure their data, services, and networks from internal 
and external data threats. 
  
Forward-Looking Statements 
 

This press release contains forward-looking statements within the meaning of the “safe harbor” provisions 
of the Private Securities Litigation Reform Act of 1995 and other Federal securities laws. Words such as 
“expects,” “anticipates,” “intends,” “plans,” “believes,” “seeks,” “estimates” and similar expressions or 
variations of such words are intended to identify forward-looking statements. For example, Safe-T is using 
forward-looking statements in this press release when it discusses that the reseller agreement will 
introduce Safe-T’s products in the DACH region, including to customers in the aerospace and defense 
verticals. Because such statements deal with future events and are based on Safe-T’s current expectations, 
they are subject to various risks and uncertainties and actual results, performance or achievements of 
Safe-T could differ materially from those described in or implied by the statements in this press release. 
The forward-looking statements contained or implied in this press release are subject to other risks and 
uncertainties, including those discussed under the heading “Risk Factors” in Safe-T’s final prospectus filed 
pursuant to rule 424(b)(4) filed with the Securities and Exchange Commission (“SEC”) on August 20, and 
in any subsequent filings with the SEC. Except as otherwise required by law, Safe-T undertakes no 
obligation to publicly release any revisions to these forward-looking statements to reflect events or 
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circumstances after the date hereof or to reflect the occurrence of unanticipated events. References and 
links to websites have been provided as a convenience, and the information contained on such websites 
is not incorporated by reference into this press release.  
  
  

CONTACT INVESTOR RELATIONS:  
Miri Segal-Scharia 
CEO 
MS-IR LLC  
917-607-8654  
msegal@ms-ir.com  
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