
 
 

 תרגום נוחות - נוסח הדיווח המחייב הוא נוסח הדיווח באנגלית

 
 לקוחות אמריקאים  6 -לשירות טי -עם סייפמשיקה ספקית מובילה של שירותי ענן 

 Secureספקית של פתרונות NASDAQ, TASE: SFET)טי גרופ בע"מ )-סייפ – 2019, ביוני 26הרצליה, 

Access  ,אצל שישהמודיעה היום כי ספקית מובילה של שירותי ענן השיקה בהצלחה לסביבות ענן היברידי 

 .טי-של סייפ Secure Data Access  (SDA) -המשלב בתוכו את פתרון הפתרון בארה"ב  יהלקוחותמ

, של החברהמוגנת הפטנט  (Reverse Access) טכנולוגיית התנועה ההפוכהטי מבוסס על -של סייפ SDA-פתרון ה

, אשר עלולים, Proxyאו בחיבורי  VPN-מבטלת את הצורך בפתיחת פורטים נכנסים, ואינה דורשת שימוש באשר 

 למתקפות.פגיעות  תקשורתהמערכות  להותיר את, קרובות לעיתים

עה מהירה הפתרון המשולב מגשר על הפער האבטחתי שמונע מארגונים לעבור לגישה מבוססת ענן, מאפשר הטמ

, כגון במגזר הממשלתי, בתחום הפיננסי או מפוקחיםפועלים במגזרים ה גם לארגונים  נגיש ומהלקוחות,  אצלוקלה 

 .לשירותים מבוססי ענן את המעבר , בתחום שירותי הבריאות

הפתרון המשולב מאפשר ללקוחותיה של ספקית שירותי הענן לחבר באופן מאובטח את המשאבים והמידע 

ים שלהם לשירות הענן של הספקית המובילה, מבלי לפתוח את חומות האש של הארגון. ביטול הצורך המקומי

 :, כגוןבפתיחה של חומת האש מעניק ללקוחותיה של ספקית שירותי הענן מגוון יתרונות

 לשימוש בשירותיה של ספקית שירותי הענןים פשוט ותהליך הצטרפותהטמעה  •

 תנועה יוצאתבאינה מפורסמת באינטרנט, כל התקשורת היא  IP-כתובת ה •

 הרשת הארגונית של הלקוח מוסתרת מהעולם החיצוני •

טי, שחר דניאל. "מדובר -הפתרון עם ספקית שירותי הענן ולקוחותיה," אמר מנכ"ל סייפ על השקתאים ג"אנחנו 

שלנו, מצד ספקית מובילה של שירותי  Reverse Access-ה ובטכנולוגיית SDA-בהבעת אמון משמעותית בפתרון ה

 ענן."

 טי גרופ בע"מ-אודות סייפ

אשר נועדו  Zero Trust Accessהיא ספקית של פתרונות ( Nasdaq, TASE: SFETמ )סימול "טי גרופ בע-סייפ

ענן לטי -של סייפפתרונות הלצמצם התקפות סייבר על שירותים עסקיים קריטיים ונתונים רגישים של ארגונים. 

מבטיחים שכל תרחיש הגישה של הארגון, לתוך הארגון ומחוצה לו מאובטחים ע"פ פילוסופיית ולשרתים מקומיים 

יחה שאין אדם מאושר מראש, ללא תלות במיקומו . גישה זאת מנZero Trustה"אשר קודם, תן גישה אח"כ" של 

הפיסי ושיוכו הארגוני, וכל משתמש אשר מנסה לגשת לשרות ארגוני בין אם הוא בענן או בתוך הארגון, חייב לקבל 

 אישור גישה כשלב ראשון.

יכויי טי מצמצמים את מרחב התקיפה הארגוני ומשפרים את ס-המגוון הרחב של פתרונות גישה מאובטחת של סייפ

 הארגון להגן על עצמו בפני מתקפות.

טי שמאפשר גלישה קלה, חסכונית, מאובטחת, וללא -שכבת הגנה נוספת הינה שרות הפרוקסי הארגוני של סייפ

ברחבי העולם. השירות מאפשר חיבור אין סופי של משתמשים, ע"י התרחבות דינאמית  WEBניתוקים לאתרי 

 כתלות במספר המשתמשים המחוברים.



טי וטכנולוגיית ניתוב הרשתות הייחודית -מוגנת הפטנט של סייפ reverse-accessעזרת שימוש בטכנולוגיית ה ב

של החברה, ארגונים מסוגים שונים וגדלים שונים, יכולים לאבטח את המידע והרשתות שלהם כנגד מתקפות 

 חיצוניות ופנימיות.

 מידע צופה פני עתיד  

עתיד כמשמעותו בדין האמריקאי. לפרטים נוספים, ראה נוסח הדיווח המחייב  פרסום זה כולל מידע צופה פני

  באנגלית להלן.

 פרטי קשר 

 michal@efraty.com 0523044404מיכל אפרתי:  -עדי ומיכל קשרי משקיעים 
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Leading cloud provider and Safe-T go live with 6 US customers 

 

HERZLIYA, Israel, June 26, 2019— Safe-T® Group Ltd. (Nasdaq, TASE: SFET), a provider of Secure Access 
solutions for on-premise and hybrid cloud environments, today announced that a leading cloud service 
provider has successfully launched a solution with six US based customers, incorporating Safe-T’s Secure 
Data Access (SDA) solution.  

Safe-T’s SDA solution is based on Safe-T’s patented Reverse Access technology, which eliminates the need 
for opening inbound ports and does not require VPNs or proxying that often leave systems vulnerable to 
attacks.  

The bundled solution closes this security gap that prevents organizations from taking a hybrid cloud 
approach, providing quick and easy deployment for customers, and allowing also highly regulated sectors 
such as government, finance and healthcare to switch to cloud-based services.  

The bundled solution enables the service provider’s customers to securely connect their on-premise data 
and resources to the service provider’s cloud service without opening firewalls. Removing the need to 
open the firewall offers the customers a variety of benefits, such as: 

• Simpler deployment and onboarding to the provider’s service 

• No IP address is published to the Internet, all traffic is outbound 

• Customer network is hidden from the outside world 

 

“We are proud to go live with the service provider and its customers,” said Safe-T’s CEO Shachar Daniel. 
“This is a strong vote of confidence from a leading cloud service provider for our SDA solution and Reverse 
Access technology.” 

About Safe-T® 

Safe-T Group Ltd. (Nasdaq, TASE: SFET) is a provider of Zero Trust Access solutions which mitigate attacks 
on enterprises’ business-critical services and sensitive data, while ensuring uninterrupted business 
continuity. Safe-T’s cloud and on-premises solutions ensure that an organization’s access use cases, 
whether into the organization or from the organization out to the internet, are secured according to the 
“validate first, access later” philosophy of Zero Trust. This means that no one is trusted by default from 
inside or outside the network, and verification is required from everyone trying to gain access to resources 
on the network or in the cloud. 

Safe-T’s wide range of access solutions reduce organizations’ attack surface and improve their ability to 
defend against modern cyberthreats. As an additional layer of security, our integrated business-grade 
global proxy cloud service enables smooth and efficient traffic flow, interruption-free service, unlimited 
concurrent connections, instant scaling and simple integration with our services. With Safe-T's patented 
reverse-access technology and proprietary routing technology, organizations of all sizes and types can 

https://www.safe-t.com/
https://www.safe-t.com/
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secure their data, services and networks against internal and external threats. At Safe-T, we empower 
enterprises to safely migrate to the cloud and enable digital transformation. For more information about 
Safe-T, visit www.safe-t.com 

 

Forward-Looking Statements 

This press release contains forward-looking statements within the meaning of the “safe harbor” provisions 
of the Private Securities Litigation Reform Act of 1995 and other Federal securities laws. Words such as 
“expects,” “anticipates,” “intends,” “plans,” “believes,” “seeks,” “estimates” and similar expressions or 
variations of such words are intended to identify forward-looking statements. For example, Safe-T is using 
forward-looking statements in this press release when it discusses the advantages of its new SDA solution. 
Because such statements deal with future events and are based on Safe-T’s current expectations, they are 
subject to various risks and uncertainties and actual results, performance or achievements of Safe-T could 
differ materially from those described in or implied by the statements in this press release. The forward-
looking statements contained or implied in this press release are subject to other risks and uncertainties, 
including those discussed under the heading “Risk Factors” in Safe-T’s annual report on Form 20-F filed 
with the Securities and Exchange Commission (“SEC”) on March 26, 2019, and in any subsequent filings 
with the SEC. Except as otherwise required by law, Safe-T undertakes no obligation to publicly release any 
revisions to these forward-looking statements to reflect events or circumstances after the date hereof or 
to reflect the occurrence of unanticipated events. References and links to websites have been provided 
as a convenience, and the information contained on such websites is not incorporated by reference into 
this press release. 

 

PRESS CONTACT 

Karin Tamir 

Karin.Tamir@safe-t.com 

+972-9-8666110 

 

 

http://www.safe-t.com/
mailto:Karin.Tamir@safe-t.com

		2019-06-26T06:28:27+0000
	Not specified




