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Today’s forms of communication have made the world into a very small place. We can easily communicate 

with our families, friends, and colleagues, on the other side of the world, via our cellular network, to message 

them about the latest episode of our favorite show, streamed via our home WiFi network. Because these 

networks have become such a vital part of our lives they have become a vital asset for communication service 

providers (CSPs) that supply us with cellular, internet, and other services.  

 

Allot Ltd. (NASDAQ, TASE: ALLT) is a B2B2C software company with over 20 years of experience that focuses 

on Network-based Security and Network Intelligence Solutions. These solutions enable entities such as 

telecom service providers to secure and optimize the digital experience of their users. Allot’s motto is “See. 

Control. Secure.” and it is a precise definition of the company’s value proposition. The company allows its 

customers to see what is going on in their network, control their network to give the best experience to end 

users on all connected devices, and secure all of these devices against threats. It does this while providing 

network insights that save its customers significant capital and while creating new revenue streams for them. 

In essence, Allot empowers its customers to get more out of their networks. 

 

The Company’s solutions are deployed globally for network analytics, traffic control and shaping, and network-

based security including mobile security, DDoS protection, IoT security, and more. Allot’s multi-service 

platforms are deployed by over 500 mobile, fixed, and cloud service providers and over 1000 enterprises. 

Their network-based security as a service solution has achieved over 50% penetration with some service 

providers and is already used by over 23 million subscribers in Europe.  
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Q1 Revenues up 16% YoY; Broadcom has chosen Allot to provide SSG solutions; Company is 
on track with updated growth expectations; Target price is 45.8 NIS 

 

 

 

 

 

 

  

Allot announced its Q1 2020 financial results with the following highlights: 

 

 Q1 revenues were $29.3 million, up 16% year-over-year. 

 Non-GAAP gross margin increased to 74.8% compared to 72.4% in Q1 2019 and GAAP gross margin 

increased to 74.0% compared to 71.2% in Q1 2019. 

 Non-GAAP net loss of $0.4 million and GAAP net loss $1.7 million, both significantly improved from 

non-GAAP net loss of $1.9 million and GAAP net loss of $3.3 million in Q1 2019. 

 Cash/investments at the end of Q1 totaled $110.7 million compared to $117.6 million in Q4 2019 

 Company guidance for 2020 revenue is between $135 and $140 million, representing accelerated 

double-digit year-over-year growth. 

 

Allot was chosen by Broadcom as the recommended vendor to offer a transitional path from the 

discontinued PacketShaper line of products to the Allot Secure Service Gateway (SSG). Following their 

Broadcom acquisition, the Symantec Enterprise Division has chosen to End of Sale the PacketShaper line of 

products to concentrate their investment in the Enterprise Security Software market. Consequently, they’ve 

announced that the PacketShaper products are designated as End of Life (EoL) as of 31 March, 2020. As part 

of the partnering agreement, Allot is offering attractive financial terms and discounts for product 

replacements to help customers transition from Symantec PacketShaper to equivalent Allot products. 

 

Due to COVID-19 some deals which were expected to close were delayed and are now expected to close 

during the second quarter. Allot reports that service providers have experienced increased bandwidth of 

30% to 40% and that demand for their solutions has either remained constant or increased during the period 

of the pandemic. 

 

In May, Allot launched BusinessSecure, a new solution from the Allot Secure family of services, for telcos 

to protect their business customers from cyberattacks. CSPs can now offer their SMB and Enterprise 

customers protection from emerging cybersecurity threats using a rev-share SecaaS model with Allot. 

 

We expect Allot to show a significant increase in revenues over the next 5 years due to the high growth 

expected in the SecaaS sector and importantly due to the company’s transition from a CAPEX to a Rev-

Share business model in this sector. In essence this means that every new individual telecom subscriber 

that chooses to secure their mobile device will pay a portion of the monthly fee to the telecom and a 

portion will be allocated to Allot. With large telecoms servicing millions of subscribers the potential here is 

great.  

 

For our comprehensive coverage including detailed competitive landscape, market, and Company product 

insights, see our Initiation Report. In light of the company's revenue forecast and progress, our estimate of 

Alott's valuation is $457 million / NIS 1.57 billion; target price of NIS 45.8 / $13.3. Below are our main 

assumptions and forecast for 2019-2022: 

000, $ 2018A 2019A 2020E 2021E 2022E 

Revenues 95,837 110,100 133,521 164,463 215,107 

Gross profit 67,751 76,266 93,732 116,275 152,081 
Operating (loss) profit -4,810 -8,978 -3,765 1,380 12,463 
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Executive Summary: 

Investment Thesis:  

Today’s forms of communication have made the world into a very small place. We can easily communicate with our 

families, friends, and colleagues, on the other side of the world, via our cellular network, to message them about the 

latest episode of our favorite Netflix show, streamed via our home WiFi network. Because these networks have become 

such a vital part of our lives they have become a vital asset for communication service providers (CSPs) that supply us 

with cellular, internet, and other services.  

The problem is that as our networks become more advanced to meet our expectations, by supplying us with 

capabilities such as 8K video streaming, gaming, virtual reality, ultra-reliable low latency/low bandwidth V2X collision 

avoidance systems and other machine-to-machine communications on a massive scale, we expect to pay less to use 

them. That is, network costs are rising for CSPs but Average Revenue per User (ARPU) is not. 

The second major problem that arises is that as more and more devices utilize our networks, there are more and more 

targets for cyber-attacks. Imagine a hacker infecting two million IoT devices and using them to launch a massive DDoS 

attack on vital city infrastructure.  

These two developing problems are those that Allot has dedicated itself to solve. The Company’s Network Intelligence 

Solution allows CSPs to get more out of their existing network bandwidth so that end users receive high Quality of 

Experience (QoE) without intensive CAPEX investment. That is, simple broadband pipes, where data flows, become 

smart and sophisticated allowing CSPs to see what type of data is flowing at high resolution and to adapt to congestion.  

Allot attempts to turn the security problem into an opportunity for CSPs by creating an added source of revenue for 

them with their Network Security Solution. If we think about it, we quickly realize that our homes have become mini IT 

organizations with at least 10 connected devices that surround us and that we surrender our most intimate details to. 

Because Allot’s solution is network based (it is located on the network) and not end-point based (they also provide end-

point security where necessary) users do not have to download or install anything. They are automatically protected.  

The graph to the left shows the penetration rates of 

Allot’s security solution over weeks for different CSP 

subscriber populations. We can see that gradually Allot’s 

Network Security solution is achieving penetration rates 

over 50% for some cellular CSPs in certain geographies. 

Should CSPs communicate the need for this solution 

clearly and awareness develop with end users, the 

revenue potential for Allot is significant. Vodafone’s (one 

of the largest Tier 1 CSPs in the world) CEO Vittorio Colao: 

“Our Secure Net product (provided by Allot) is already 160 

million in revenue… we have been building quietly and we 

will leverage on.” 

50% 
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Over time mobile data prices have declined exponentially while data usage has increased exponentially. In theory, if 

data revenue continues to decrease at a rate faster than network costs then revenue per unit of data could become 

negative. This point is especially important considering that some CSPs are transitioning from tiered services to 

unlimited data services where they have no control over the revenue per unit of data used.   

That is why it is critical for CSPs to find ways of reducing their CAPEX investments and to create new revenue streams. 

Another important trend that is driving adoption of Network Intelligence and Network Security Solutions is the 

regulatory landscape. Just this year the UK introduced a law requiring all visitors of adult content websites to prove that 

they are 18 or over. This was done to reduce the risk of children accessing or stumbling into adult content and to set a 

standard for international child protection online. Sites that do not comply with the law will be blocked by mobile and 

fixed CSPs. Further regulations such as the implementation of the Network and Information Security Directive (NISD) and 

the General Data Protection Regulation (GDPR) in the EU that require network operators to ensure that their network 

and information systems meet minimum standards of cyber security could lead to significant upside for Allot. Allot 

allows CSPs to adapt to the above trends such as the increase in device and data usage, increase in need for security, 

and increase in need for QoE while limiting CAPEX and creating new revenue streams. Within the competitive landscape 

Allot is well positioned and provides network awareness and security of the highest quality.  

 

100 CSPs surveyed by Allot pinpoint network QoE as their top business objective (26%), followed by competitive pricing 

(25%). This means that QoE is prioritized over pricing. Congestion and DDoS are QoE killers. 48% of CSPs reported that 

DDoS accounts for 3-5% of their traffic and an additional 11% reported it accounts for 6-10% of their traffic, which 

contributes to congestion. There is high concern that growing IoT deployment will create more traffic. 66% of CSPs are 

very concerned that IoT will generate outbound DDoS and 51% fear that 5G is going to further increase DDoS traffic. 

Effective congestion management can deliver customer satisfaction while reducing costs. CSPs noted that they need to 

expand capacity of 20% of cells annually and at an approximate cost of $30,000 per cell. However, according to Allot 

benchmarks, by optimizing congestion management, CSPs can gain back up to 20% of inefficiently utilized bandwidth. If 

they combine real-time QoE visibility with the ability to prioritize traffic to deliver optimal QoE at minimal bandwidth 

cost, they can protect their bottomline profitability without extensive capacity expansion. Allot contends that the 

common misconception is that spending big money on bandwidth and network equipment is the only way to go and that 

cost reduction can be the hidden benefit of getting QoE right. 

 

Allot has made a strategic decision to focus its marketing and sales efforts on mobile Network Security reaching out to 

what seems like the blue ocean of cyber security. We expect Allot to show a significant increase in revenues over the 

next 5 years due to the high growth expected in this sector and importantly due to the company’s transition from a 

CAPEX to a Rev-Share business model. In essence this means that every new telecom subscriber that chooses to secure 

their device will pay approximately 50% of the monthly fee to the provider and 50% will be allocated to Allot. With large 

telecoms servicing millions of subscribers the potential here is great. The more Allot’s security solution penetrates 

subscribers the more revenues will increase. Allot uses a term called “MAR” to describe this. MAR stands for Maximum 

Annual Revenue and this is an approximation of the theoretical annual revenues Allot would receive if 100% of the 

customer’s subscribers, as estimated by Allot, signed up for SecaaS. For example if Allot were to sign on a telecom to its 

Secaas service and that telecom had 10M subscribers then the MAR could be 50% (the portion of the rev-share allocated 

to Allot varies) of about a 1 dollar security fee payed monthly multiplied by 12 months and multiplied again by 10M 
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customer subscribers. This equals 50 cents X 12 months X 10M users = a $60M MAR. Today Allot has already on-boarded 

a few Tier 1 telecom customers that offer Allot’s security value added service to end users.  

 

The nature of the company can be characterized for investors by its two offerings. The Network Intelligence solution 

brings in a constant and steady stream of revenues which according to our evaluation will show low two digit growth 

in the next two years and then transition to high one digit growth. The second offering, mobile Network Security, is a 

relatively new and growing business which we expect to have significant high double digit CAGRs in the next five years 

based on Allot’s reputation,  deep know how on a global scale, and the high potential of the Rev-Share model. Allot’s 

main customer segment is telecom service providers which can leverage both of Allot’s solutions. Due to the synergy 

between these offerings (one allows customers to see and control their networks and the other to secure them) we 

believe in the investment potential of the company. 
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Technology Overview: 

In order to understand the value proposition of Allot it is important to understand where their solution fits within the 

big picture. Below is a use-case meant to demonstrate this. The following diagram represents a cellular network: 

 

 

 

 

 

 

 

 

 

When you want to watch a YouTube video on your mobile device through your cellular provider your phone makes a 

request to the nearest cellular antenna. The antenna then sends this request through either physical cables or wireless 

methods termed “backhaul”. The backhaul carries your request to the core network which is like a highway intersection 

where data is directed to where it needs to go in the internet to retrieve the YouTube video you want. On the way back 

from the internet the video is sent back through to the core network to the backhaul to the cellular antenna and to your 

phone. The YouTube video, sent across the network, is sent in small data chunks termed “packets” because our 

networks are not designed to send data in one large chunk. Because of this, Network Intelligence Solutions such as 

Allot‘s are also termed Deep Packet Inspection or DPI solutions. The core network, where all of the data packets are 

directed, is where the Allot Network Intelligence and Network Security software sit with a very low signature that 

does not affect the flow of data. It is at this critical point that Allot’s solution sees, controls, and secures the data 

packets flowing in the network. 

Allot is network agnostic. Just as they secure and optimize mobile networks, they secure and optimize fixed, satellite, 

cloud and all other network types that support our connected devices such as laptops and IoT devices.  

This means that their software turns broadband pipes into smart networks allowing value-added internet services to be 

rapidly deployed for Communication Service Providers of mobile broadband, wireless broadband, mobile satellite 

service, and digital subscriber line carriers. The two main platforms by which they offer their services are Allot Secure 

and Allot Smart.  

Cellular Antenna                      Backhaul                         Core Network                           Internet            
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Allot Secure is intended to protect any and all connected devices from cyber threats. It consists of 6 parts (detailed in 

the chart below) that work together to achieve a unified experience. Allot Secure enables CSPs to offer security as a 

service (SECaas), which is a source of added revenue for them. 

 

Allot Smart is powered by deep packet inspection (DPI) technology that supervises and filters the data packets sent over 

the network. It allows for a cost-effective high quality experience and has the potential to lower access bandwidth costs, 

defer bandwidth capacity expansions, and reduce revenue leakage. Some of the ways Allot achieves this is by providing 

visibility and forecasting. With Allot Smart a CSP can truly understand what type of data is flowing through their pipes, 

enforce policies such as parental controls or data limits, and perform network planning. For example, a CSP may choose 

to look at the changing trend in amount of YouTube users on their network, forecast future use, and understand that 

they are able to defer investing in capital intensive network infrastructure for a few years. An additional example would 

be a CSP having a congested network that does not deliver content at speeds and quality that create user satisfaction. 

Allot Smart identifies the sources of congestion in a network and mitigates the congestion delivering content that 

ensures a quality experience (QoE) and therefore limiting churn.  
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Financial Analysis 

Allot generates revenues from two sources: (1) sales of Network Intelligence Solutions which show network operators 
what is happening on their networks at the highest resolution and (2) sales of Network Security solutions, such as 
security as a value added service that telecom service providers can offer to subscribers in order to protect them from 
cyber threats. The Company additionally provides maintenance and support services pursuant to a one- to three-year 
maintenance and support program, which may be purchased by customers at the time of product purchase or on a 
renewal basis.  

First Quarter 2020 Financial Results Summary 

Total revenues for the first quarter of 2020 were $29.3 million, an increase of 
16% compared to $25.3 million in the first quarter of 2019.  

Gross profit on a GAAP basis for the first quarter of 2020 was $21.7 million 
(gross margin of 74.0%), a 20% improvement compared with $18.0 million 
(gross margin of 71.2%) in the first quarter of 2019.  

Gross profit on a non-GAAP basis for the first quarter of 2020 was $21.9 
million (gross margin of 74.8%), a 19% improvement compared with $18.3 
million (gross margin of 72.4%) in the first quarter of 2019.  

Net loss on a GAAP basis for the first quarter of 2020 improved to $1.7 million, 
or $0.05 per basic share, compared with a net loss of $3.3 million, or $0.10 per 
basic share, in the first quarter of 2019.  

Non-GAAP net loss for the first quarter of 2020 improved to $0.4 million, or 
$0.01 per basic share, compared with a non-GAAP net loss of $1.9 million, or 
$0.05 per basic share, in the first quarter of 2019.  

Cash and investments as of March 31, 2020 totaled $110.7 million, compared 
with $117.6 million, as of December 31, 2019. 
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Appendices 

Appendix A - Financial Reports 
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Credit to Experts: Chen Yakar 

About Frost & Sullivan       

Frost & Sullivan* is a leading global consulting, and market & technology research firm that employs staff of 1,800, 

which includes analysts, experts, and growth strategy consultants at approximately 50 branches across 6 continents, 

including in Herzliya Pituach, Israel. Frost & Sullivan’s equity research utilizes the experience and know-how 

accumulated over the course of 55 years in medical technologies, life sciences, technology, energy, and other industrial 

fields, including the publication of tens of thousands of market and technology research reports, economic analyses and 

valuations. For additional information on Frost & Sullivan's capabilities, visit: www.frost.com. For access to our reports 

and further information on our Independent Equity Research program visit www.frost.com/equityresearch.  
 
*Frost & Sullivan Research and Consulting Ltd., a wholly owned subsidiary of Frost & Sullivan, is registered and licensed in Israel to practice as an 
investment adviser. 
 

What is Independent Equity Research? 

Nearly all equity research is nowadays performed by stock brokers, investment banks, and other entities which have a 

financial interest in the stock being analyzed. On the other hand, Independent Equity Research is a boutique service 

offered by only a few firms worldwide. The aim of such research is to provide an unbiased opinion on the state of the 

company and potential forthcoming changes, including in their share price. The analysis does not constitute investment 

advice, and analysts are prohibited from trading any securities being analyzed. Furthermore, a company like Frost & 

Sullivan conducting Independent Equity Research services is reimbursed by a third party entity and not the company 

directly. Compensation is received up front to further secure the independence of the coverage.  

 

Analysis Program with the Tel Aviv Stock Exchange (TASE) 

Frost & Sullivan is delighted to have been selected to participate in the Analysis Program initiated by the Tel Aviv Stock 

Exchange Analysis (TASE). Within the framework of the program, Frost & Sullivan produces equity research reports on 

Technology and Biomed (Healthcare) companies that are listed on the TASE, and disseminates them on exchange 

message boards and through leading business media channels.  Key goals of the program are to enhance global 

awareness of these companies and to enable more informed investment decisions by investors that are interested in 

"hot" Israeli Hi-Tech and Healthcare companies. The terms of the program are governed by the agreement that we 

signed with the TASE and the Israel Securities Authority (ISA) regulations. 

 
For further inquiries, please contact our lead analyst: 
Dr. Tiran Rothman T:  +972 (0) 9 950 2888 E: equity.research@frost.com 
 

 

 

 

http://www.frost.com/
http://www.frost.com/equityresearch
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Disclaimers, disclosures, and insights for more responsible investment decisions 

Definitions: "Frost & Sullivan" – A company registered in California, USA with branches and subsidiaries in other regions, including in Israel, and including any other relevant Frost & Sullivan 
entities, such as Frost & Sullivan Research & Consulting Ltd. ("FSRC"), a wholly owned subsidiary of Frost & Sullivan that is  registered in Israel – as applicable. "The Company" or "Participant" 
– The company that is analyzed in a report and participates in the TASE Scheme; "Report", "Research Note" or "Analysis"  –  The content, or any part thereof where applicable, contained in a 
document such as a Research Note and/or any other previous or later document authored by "Frost & Sullivan", regardless if it has been authored in the frame of the "Analysis Program", if 
included in the database at www.frost.com and regardless of the Analysis format-online, a digital file or hard copy; "Invest", "Investment" or "Investment decision" – Any decision and/or a 
recommendation to Buy, Hold or Sell any security of The Company. 

The purpose of the Report is to enable a more informed investment decision. Yet, nothing in a Report shall constitute a recommendation or solicitation to make any Investment Decision, so 
Frost & Sullivan takes no responsibility and shall not be deemed responsible for any specific decision, including an Investment Decision, and will not be liable for any actual, consequential, or 
punitive damages directly or indirectly related to The Report. Without derogating from the generality of the above, you shall consider the following clarifications, disclosure 
recommendations, and disclaimers. The Report does not include any personal or personalized advice as it cannot consider the particular investment criteria, needs, preferences, priorities, 
limitations, financial situation, risk aversion, and any other particular circumstances and factors that shall impact an investment decision. Nevertheless, according to the Israeli law, this 
report can serve as a raison d’etre off which an individual/entity may make an investment decision. 

Frost & Sullivan makes no warranty nor representation, expressed or implied, as to the completeness and accuracy of the Report at the time of any investment decision, and no liability shall 
attach thereto, considering the following among other reasons: The Report may not include the most updated and relevant information from all relevant sources, including later Reports, if 
any, at the time of the investment decision, so any investment decision shall consider these; The Analysis considers data, information and assessments provided by the company and from 
sources that were published by third parties (however, even reliable sources contain unknown errors from time to time); the methodology focused on major known products, activities and 
target markets of the Company that may have a significant impact on its performance as per our discretion, but it may ignore other elements; the Company was not allowed to share any 
insider information; any investment decision must be based on a clear understanding of the technologies, products, business environments, and any other drivers and restraints of the 
company’s performance, regardless if such information is mentioned in the Report or not; an investment decision shall consider any relevant updated information, such as the company’s 
website and reports on Magna;  information and assessments contained in the Report are obtained from sources believed by us to be reliable (however, any source may contain unknown 
errors. All expressions of opinions, forecasts or estimates reflect the judgment at the time of writing, based on the Company’s latest financial report, and some additional information (they 
are subject to change without any notice). You shall consider the entire analysis contained in the Reports. No specific part of a Report, including any summary that is provided for 
convenience only, shall serve per se as a basis for any investment decision. In case you perceive a contradiction between any parts of the Report, you shall avoid any investment decision 
before such contradiction is resolved. Frost and Sullivan only produces research that falls under the non-monetary minor benefit group in MiFID II. As we do not seek payment from the asset 
management community and do not have any execution function, you are able to continue receiving our research under the new MiFiD II regime. This applies to all forms of transmission, 
including email, website and financial platforms such as Bloomberg and Thomson.  

Risks, valuation, and projections: Any stock price or equity value referred to in The Report may fluctuate. Past performance is not indicative of future performance, future returns are not 
guaranteed, and a loss of original capital may occur. Nothing contained in the Report is or should be relied on as, a promise or representation as to the future. The projected financial 
information is prepared expressly for use herein and is based upon the stated assumptions and Frost & Sullivan's analysis of information available at the time that this Report was prepared. 
There is no representation, warranty, or other assurance that any of the projections will be realized. The Report contains forward-looking statements, such as "anticipate", "continue", 
"estimate", "expect", "may", "will", "project", "should", "believe" and similar expressions. Undue reliance should not be placed on the forward-looking statements because there is no 
assurance that they will prove to be correct. Since forward-looking statements address future events and conditions, they involve inherent risks and uncertainties. Forward-looking 
information or statements contain information that is based on assumptions, forecasts of future results, estimates of amounts not yet determinable, and therefore involve known and 
unknown risks, uncertainties and other factors which may cause the actual results to be materially different from current projections. Macro level factors that are not directly analyzed in the 
Report, such as interest rates and exchange rates, any events related to the eco-system, clients, suppliers, competitors, regulators, and others may fluctuate at any time. An investment 
decision must consider the Risks described in the Report and any other relevant Reports, if any, including the latest financial reports of the company. R&D activities shall be considered as 
high risk, even if such risks are not specifically discussed in the Report. Any investment decision shall consider the impact of negative and even worst case scenarios. Any relevant forward-
looking statements as defined in Section 27A of the Securities Act of 1933 and Section 21E the Securities Exchange Act of 1934 (as amended) are made pursuant to the safe harbor provisions 
of the Private Securities Litigation Reform Act of 1995. 

TASE Analysis Scheme: The Report is authored by Frost & Sullivan Research & Consulting Ltd. within the framework of the Analysis Scheme of the Tel Aviv Stock Exchange ("TASE") regarding 
the provision of analysis services on companies that participate in the analysis scheme (see details: www.tase.co.il/LPages/TechAnalysis/Tase_Analysis_Site/index.html, 
www.tase.co.il/LPages/InvestorRelations/english/tase-analysis-program.html), an agreement that the company has signed with TASE ("The Agreement") and  the regulation and supervision 
of the Israel Security Authority (ISA). FSRC and its lead analyst are licensed by the ISA as investment advisors. Accordingly, the following implications and disclosure requirements shall apply. 

The agreement with the Tel-Aviv Stock Exchange Ltd. regarding participation in the scheme for research analysis of public companies does not and shall not constitute an agreement on the 
part of the Tel-Aviv Stock Exchange Ltd. or the Israel Securities Authority to the content of the Equity Research Notes or to the recommendations contained therein. 

As per the Agreement and/or ISA regulations: A summary of the Report shall also be published in Hebrew. In the event of any contradiction, inconsistency, discrepancy, ambiguity or variance 
between the English Report and the Hebrew summary of said Report, the English version shall prevail. The Report shall include a description of the Participant and its business activities, 
which shall inter alia relate to matters such as: shareholders; management; products; relevant intellectual property; the business environment in which the Participant operates; the 
Participant's standing in such an environment including current and forecasted trends; a description of past and current fina ncial positions of the Participant; and a forecast regarding future 
developments and any other matter which in the professional view of Frost & Sullivan (as defined below) should be addressed in a research Report (of the nature published) and which may 
affect the decision of a reasonable investor contemplating an investment in the Participant's securities. An equity research abstract shall accompany each Equity Research Report, describing 
the main points addressed. A thorough analysis and discussion will be included in Reports where the investment case has materially changed. Short update notes, in which the investment 
case has not materially changed, will include a summary valuation discussion. Subject to the agreement, Frost & Sullivan Research & Consulting Ltd. is entitled to an annual fee to be paid 
directly by the TASE. Each participant shall pay fees for its participation in the Scheme directly to the TASE. 

The named lead analyst and analysts responsible for this Report certify that the views expressed in the Report accurately reflect their personal views about the Company and its securities 
and that no part of their compensation was, is, or will be directly or indirectly related to the specific recommendation or v iew contained in the Report. Neither said analysts nor Frost & 
Sullivan trade or directly own any securities in the company. The lead analyst has a limited investment advisor license for analysis only. 

© 2020 All rights reserved to Frost & Sullivan and Frost & Sullivan Research & Consulting Ltd. Any content, including any documents, may not be published, lent, reproduced, quoted or 
resold without the written permission of the companies.  
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