
 DOĞU ARAS ENERJİ YATIRIMLARI A.Ş.  

Bilgi Güvenliği Politikası 

Doğu Aras Enerji Yatırımları A.Ş. (Doğu Aras) Bilgi Güvenliği Politikası ile Kişisel Verilerin Korunması 

Kanunu ve diğer mevzuatlar çerçevesinde, menfaat sahiplerinin bilgi güvenliği gereksinimleri ve 

hakları değerlendirilmektedir. Doğu Aras, ilgili mevzuat gereğince kişisel verilere hukuka aykırı 

olarak erişilmesini, verilerin işlenmesini önlemek ve verilerin muhafazasını sağlamak amacıyla uygun 

güvenlik düzeyini temin etmeye yönelik tüm teknik ve idari tedbirleri almaktadır. 

Bu doğrultuda ISO/IEC 27001 Bilgi Güvenliği Yönetim Sistemi standardı referans alınarak, Doğu 

Aras bünyesinde etkin bir şekilde Kurumsal Bilgi Güvenliği Yönetim Sistemi uygulanır. 

Bilgi Güvenliği kapsamında temel hedeflerimiz; 

 Gizliliğin korunması adına bilgiye sadece yetkili kişilerin erişimin sağlanması, 

 Bütünlüğü korumak adına yetkisiz kişilerin erişiminin engellenmesi ve verilerdeki 

değişikliklerin kayıt altına alınması, 

 Bu politikayı destekleyen tüm politika ve prosedürlerin her birim tarafından uygulanması ve 

Yasal tüm gerekliliklerin yerine getirildiğini, 

 Bilgi Güvenliği Yönetim Sistemi (BGYS)’nin işletilmesi ile Bilgi güvenliği risklerinin 

belirlendiğini, değerlendirildiğini ve kontrol edildiğini, 

 İş birliği yapılan firmalarla yürütülen faaliyetlerde Bilgi Güvenliği Yönetim Sistemi 

Prosedürlerine uygun olarak hareket edildiğini, 

 Bilgi ve bilgi varlıklarını koruyan yapıyı kurmakta ve güvenlik önlemlerinin uygun düzeye 

getirilmesi ve sürekli iyileştirilmesi konusunda yürütülen çalışmaları desteklediğini, 

 Bina ve tesislerinde kameralı ve fiziki güvenlik tedbirlerinin alındığını, tüketiciler ve çalışanlar 

için yasalara uygun insan haklarına saygılı olarak 7/24 koruma hizmeti sağlandığını, 

 Bina ve tesislere yetkisiz ve illegal girişlerin engellendiğini, personelin mesai saati dışında 

girişlerinin kayıt altına alındığını, 

 Ambar binalarında bulunan ekonomik değeri yüksek malzemelerin, kamera sistemi ve güvenlik 

personeli marifetiyle 7/24 korunmasının sağlandığını, 

 Ofislerin açık bırakılma ihtimaline karşı bilgisayar, ışık vb. cihazların mesai saatleri sonrasında 

kontrol edilmesi ve doğabilecek zafiyetin minimum düzeye çekilmesi için gerekenin 

yapıldığını, 

 Tüm çalışanlarımızın bilgi güvenliği farkındalığını arttırmak amacıyla yetkinlikleri geliştirecek 

eğitimleri sağlamayı, 

 

Beyan ve taahhüt ederiz. 

 


