Ral Yatiriom Holding Anonim Sirketi
Bilgi Sistemleri Yonetimi Politikasi

Bu politikanin amaci, Ral Yatirim Holding Anonim Sirketi’nin (“Ral Yatirim” veya “Sirket”)
bilgi sistemlerinin; gizlilik, biitiinliik ve erisilebilirlik ilkeleri dogrultusunda, kurumsal yonetim
anlayisi, uluslararasi uygulamalar ve Sermaye Piyasasi Kurulu’nun (“Kurul” veya “SPK”) VII-
128.10 sayili Bilgi Sistemleri Yonetimine iliskin Usul ve Esaslar Tebligi basta olmak iizere
ilgili tiim mevzuatlara ve Sirket i¢i dliizenlemelere uygun olarak yonetilmesini saglamaktir.

Bu politika, bilgi sistemleri yoOnetimi siireglerinin igletilmesi igin gerekli rollerin,
sorumluluklarm belirlenmesini ve gorev tanimlarinin yapilmasini, hedeflerin belirlenmesini,
bilgi sistemlerine iligkin risklerin yonetilmesine dair siireglerin olusturulmasini, kontrollerin
tesis edilmesini, degerlendirilmesini ve gdzetimini kapsar. Bu politika, bilgi sistemlerine iliskin
risklerin etkin bigimde yonetilmesini, kontrol yapisinin gii¢lendirilmesini ve YoOnetim
Kurulu’nun gozetim sorumlulugunun yerine getirilmesini temin eder. Bilgi giivenligi riskleri,
Sirket’in siirdiiriilebilirlik ve operasyonel dayaniklilik hedefleri kapsaminda degerlendirilir.

Ral Yatirim, miilkiyetinde olan her tiirlii bilgi / bilgi varligin1 hedef alan tehditlere kars1 gerekli
tespit ve engelleme yontemlerini hayata gegirir. S6z konusu yontemlerin giincel tehditlere karsi
etkin koruma saglamasini teminen gerekli test ve iyilestirme faaliyetleri yiiritiiliir. Bu
kapsamda gerekli yatirim, proje ve insan kaynagi ihtiyaglari planlanarak hayata gecirilir.

Ral Yatirim bilgi varliklar belirlenerek, bu varliklar iizerinde olusabilecek potansiyel tehdit ve
zafiyetler analiz edilir. Bu potansiyel tehdit ve zafiyetlerin etkilerini azaltmak ic¢in gerekli
caligmalar Risk Yonetimi siiregleri kapsaminda yiiriitiiliir. Bilgi varliklarimin tasidigr bilgi
giivenligi risklerinin tamamen yok edilmesinin miimkiin olmadig1 ve her durumda "artik risk"
olacagi bilinci ile mevcut risklerin yonetilmesi, s6z konusu artik riski en aza indirecek diizeltici
ve Onleyici kontrollerin etkin sekilde uygulanmasi esastir.

Sirket miilkiyetinde olan bilgiyi ve bilgi varliklarin1 hedef alan siber saldirilar bilgi giivenligi
olay yonetimi kapsaminda degerlendirilir. Yapilan degerlendirmeler neticesinde, mevcut
kontrollerin giincellenmesi veya yeni kontrollerin devreye alinmasi faaliyetleri en kisa zamanda
gerceklestirilir.

Bilgi sistemleri yonetimi kapsaminda yiiriitiilen faaliyetlerin hedeflenen basariya ulasabilmesi
icin kullanicilarin konuya bilingli yaklasimi ve sorumluluk alanlarina diisen gorevleri yerine
getirmesi, yayinlanan politika, prosediir, kilavuz ve duyurulara azami derecede 6zen gostermesi
esastir. Bu kapsamda; Sirket, calisanlarinin bilgi sistemleri yonetimi farkindaligini arttirmak ve
bu farkindaligin firma kiiltiiriiniin bir pargas1 haline getirmek amaciyla ¢aligmalar yiiriitiir.

Sirket yonetim kurulu tarafindan onaylanmis olan bu Bilgi Sistemleri Yonetimi Politikasi’nin
amaci;

e Kapsam dahilindeki kurumsal bilginin gizliligi, biitiinligii, yetkiler dahilinde
erigilebilirligi ve siirekliligini saglamak,

e Iceriden veya disaridan, bilerek ya da bilmeyerek meydana gelebilecek her tiirlii tehdide
kars1 bilgi varliklarini korumak,

e Yasal mevzuat gereksinimlerini karsilamak,

e s siirekliligi planlarin1 hazirlamak, siirdiirmek ve test etmek,



e Bilgi sistemleri yonetimi farkindaligimi artirmak, teknik ve davranmigsal yetkinlikleri
gelistirmek amaciyla egitimler gerceklestirmek,

e Bilgi Sistemleri Yonetimi’'nin etkin bir sekilde yonetilmesini saglamak amaciyla bilgi
varliklarina yonelik riskleri tanimlamak ve sistematik olarak yonetmek,

e Bilgi giivenligindeki gercekte var olan veya siiphe uyandiran tiim aciklar1 raporlamak
ve sorusturulmasini saglamak,

e Bilgiye erisilebilirligi ve bilgi sistemleri i¢in is gereksinimlerini karsilamak,

e Kapsamda yer alan siiregleri Bilgi Sistemleri Ynetimi’ne uygun hale getirmek,

e Bilgi sistemleri yonetiminde amaglanan sonuglar1 yerine getirme basarisini periyodik
olarak gozden gecirmek, gerekli iyilestirmelerin zamaninda hayata gegirilmesini
giivence altina almaktir.

Bilgi sistemleri yonetimi kapsaminda yiiriitiilen faaliyetlerin hedeflenen basariya ulasabilmesi
icin kullanicilarin konuya bilingli yaklagimi ve sorumluluk alanlarina diisen gorevleri yerine
getirmesi, yayinlanan politika, prosediir, kilavuz ve duyurulara azami derecede 6zen gostermesi
esastir. Bu kapsamda; Sirket, calisanlarinin bilgi sistemleri yonetimi farkindaliini arttirmak ve
bu farkindaligin firma kiiltiiriiniin bir pargas1 haline getirmek amaciyla ¢aligmalar yiiriitiir.

Bilgi Sistemleri Yonetimi Politikasi’nda yer alan amag ve hedefleri destekleyen ¢alismalar, her
yil olusturulan Bilgi Sistemleri Yonetimi Siireklilik Plani’nda yer alir ve bu caligmalarin
ilerleme durumlari, y1l i¢inde takip edilir ve raporlanir. Bilgi sistemleri yonetiminin stirekli
tyilestirilmesi saglanir, siirekli iyilestirmeye yonelik c¢aligmalar yonetim tarafindan gozden
gecirilir.

Isbu Bilgi Sistemleri Yonetimi Politikasi 29.12.2025 tarihli Yénetim Kurulu karari ile
yiriirliige girmistir. En az yilda bir kez veya mevzuat ve organizasyonel degisiklikler
dogrultusunda gozden gegirilerek; is ihtiyaclari, degisen tehdit ve risklere gore giincellenir.



