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GDZIE JESTESMY?

W ostatnich latach konsekwentnie budowalismy
kompetencje w realizacji ztozonych projektow
technologicznych, w szczegdlnosci w srodowiskach
regulowanych.

Przeszlismy droge od podwykonawcy do samodzielnhego
wykonawcy, rozwinelismy wtasne rozwigzania w obszarze
cyberbezpieczenstwa oraz zdobylismy doswiadczenie

W projektach o istotnym znaczeniu dla sektora publicznego.

Zbudowany kapitat wiedzy, relacji i kompetencji

stanowi dzis solidng baze do dalszego rozwoju.




ZMIANY RYNKOWE | ROLA
SZTUCZNEJ INTELIGENCII

Otoczenie rynkowe ulegto trwatej zmianie. Sztuczna
inteligencja stata sie elementem codziennego funkcjonowania
organizacji. Rownoczesnie rosng wymagania w obszarze
cyberbezpieczenstwal tadu technologicznego, co zwieksza bariere
wejscia dla dostawcow technologii, ale tworzy przewage dla
podmiotow posiadajgcych odpowiednie kompetencje

| doswiadczenie.

W Polsce 34% firm zakonczyto pierwsze wdrozenia Al, a 77%
planuje zwiekszy¢ wydatki na Al w najblizszych 18 miesigcach.

EY Polska. Badanie EY: 8 na 10 polskich firm zwiekszy inwestycje w sztuczng inteligencje (2025)




Polska znajduje sie dzis w unikalnym
punkcie rozwoju — z wysokim poziomem
gotowosci kompetencyjnej, ale wcigz

z otwartg przestrzenig do budowy przewagi
systemowej. Widzimy w tym realnhg szanse
Nna odegranie istotnej roli w transformacji
technologicznej i gospodarcze] Europy.

ZMIANY RYNKOWE | ROLA
SZTUCZNEJ INTELIGENCII

Wyrézniamy sie w regionie Europy
Srodkowo-Wschodniej, gdzie blisko

70% osob regularnie korzysta

z narzedzi Al, jednak mniej niz jedna
trzecia ma formalne przeszkolenie,

co wskazuje na luke w kompetencjach
organizacyjnych.

KPMG, Al in Central and Eastern Europe: Between potential and responsibility, 2025



CEL STRATEGII

Opieramy sie na tym, co juz zbudowalismy: kompetencjach zespotu,
doswiadczeniu projektowym oraz znajomosci realnych potrzeb biznesu.

Celem najblizszych lat jest strategiczna przebudowa modelu dziatalnosci spotki —
odejscie od roli dostawcy oprogramowania na rzecz partnera dostarczajgcego
kompleksowe, end-to-end rozwigzania biznesowe. Rownolegle zaktadamy rozwoj
witasnych, skalowalnych obszardow biznesowych, umozliwiajacych sprawne
wdrazanie technologii sztucznej inteligencji oraz konsekwentne budowanie trwate]
przewagi konkurencyjnej w wybranych niszach rynkowych.

Oznacza to, ze nie bedziemy juz wytacznie wytwaorcg oprogramowania na zlecenie
czy zleceniobiorcg po stronie ustug doradczych.

Chcemy mieé¢ udziat w tworzonym biznesie opartym o sztuczng inteligencje.
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POSTEPOWANIA PUBLICZNE
| WYTWARZANIE
OPROGRAMOWANIA

Do te] pory zrealizowalismy zatozenia dotyczace przejscia z roli
podwykonawcy do samodzielnego wykonawcy. Rownolegle istotnie
rozwineta sie struktura wspotpracy z wieloma podmiotami, Co przetozyto
sie na wzrost doswiadczenia oraz otwarcie mozliwosci dalszego skalowania

dziatalnosci.

Strategicznie dgzymy do umacniania pozycji partnera w obszarach
zwigzanych z ochrong zdrowia, w tym w zakresie cyberbezpieczenstwa.
Jednoczesnie zidentyfikowaliSmy kolejne branze, w ktérych podjeliSmy
pierwsze dziatania, w tym finanse i energetyka.




POSTEPOWANIA PUBLICZNE

| WYTWARZANIE
OPROGRAMOWANIA

Naszym celem jest osiggniecie przychodow
w tym obszarze na poziomie co najmniegj 30
mIn zt w perspektywie trzech lat. Wskazana
wartoscC stanowi cel strategiczny

| aspiracyjny, a nie prognoze finansowa ani
zobowigzanie co do przysztych wynikow
spotki. Segment ten ma dla nas szczegolne
znaczenie ze wzgledu na wieksza
przewidywalnosc | stabilnosc przeptywow
pienieznych w porownaniu do projektow
komercyjnych. W tym obszarze upatrujemy

zdrowy fundament dalszego rozwoju Spotki.

Rownolegle prowadzimy prace nad
pozyskaniem projektow spoza sektora
publicznego. Jest to proces dtugotrwaty,
wyhikajacy ze skali i ztozonosci

poszukiwanych zlecen. Zaktadamy, ze
w kolejnych latach 10-20% przychodoéw
w tym segmencie bedzie realizowane
we wspotpracy z podmiotami prywatnymi.




CYBERBEZPIECZENSTWO

W obszarze cyberbezpieczenstwa planujemy rozwéj w trzech uzupetniajacych sie kierunkach:

® Ustug opartych o wtasne rozwigzania | kKompetencje, w szczegolnosci Cyrima, TestSec oraz
Navigator.

e Ustug wdrozeniowych zwigzanych z nowymi regulacjami, w tym Ustawg o Krajowym Systemie
Cyberbezpieczenstwa (UKSC). Naszg przewaga jest mozliwosc nie tylko wsparcia w spetnieniu
wymogow formalnych, lecz takze podnoszenia poziomu cyberbezpieczenstwa klientow.

® Poszukiwanie zespotow lub produktow, ktore mogtyby zostac przejete, przy wykorzystaniu atutow
wynikajgcych ze statusu spotki publiczne.

W 2025 roku Polska przeznaczyta rekordowe 4 mid
zt na cyberbezpieczenstwo, z czego ponad 3 mid z

na dziatania cywilne.

[https://www.gov.pl/web/cyfryzacja/polska-inwestuje-rekordowe-srodki-w-ochrone-
przed-cyberatakami]




CYBERBEZPIECZENSTWO

Zaktadamy, ze obszar cyberbezpieczenstwa stanie sie istotnym zrodtem
przychoddw, docelowo na poziomie co najmniej 30% catosci
przychoddow SEDIVIO. Widzimy tutaj) mozliwosc wspotpracy

z naukowcami i organami publicznymi, gdyz w obliczu szybkie] adopcji
sztucznej inteligencji przez cyberprzestepcow, jak rowniez coraz
wiekszej roli Al w przedsiebiorstwach | podmiotach publicznych,
niezbedne jest tworzenie innowacyjnych rozwigzan. Przy czym
zaktadamy, ze kluczowa bedzie praca na strukturze organizacji,

a nie jedynie punktowe dostarczenie rozwigzan.

W zwigzku z tym obszarem naszego rozwoju planujemy ztozy¢ jeden
lub wiecej wnioskéw dotacyjnych, aby moéc zrealizowaé ambitne
projekty. Naszym celem jest pozyskanie kwoty nie mniejszej niz 5
min zt. Ostateczna decyzja zaleze¢ bedzie od konkretnych naboréw

I ich warunkow. Na chwile obecng zaczelismy kompletowanie
zespotu, nawigzaliSmy kontakty i omowiliSmy ramy projektowe
z zespotami naukowymi.




BUSINESS DEVELOPMENT

Sztuczna inteligencja umozliwia skalowanie ustug w obszarach, w ktérych
mozliwe jest wykorzystanie ztozonych systemoéw opartych o agentéw Al.

Dzieki kompetencjom technologicznym spotki, ktdore, mogg skutecznie konkurowac
takze w sektorach niepowigzanych wprost z IT, w szczegdlnosci w ustugach. Wynika
to z mozliwos¢ kreowania procesow i struktur dostosowanych do sztucznej
Inteligencjl, minimalizujac przy tym role cztowieka. Traktujemy ten kierunek jako
kKluczowy, poniewaz daje on mozliwosce nie tylko tworzenia punktowych produktow,
ecz takze budowy catych obszarow biznesowych oraz tworzenia procesow, Nna
Ktorych opilerajg sie wybrane gatezie gospodarki.

Wedtug raportu The State of Al 2025 (McKinsey) 78%
globalnych organizacji deklaruje uzycie sztucznej

inteligencji w co najmniej jednej funkcji biznesowej.

[https://mwww.mckinsey.com/capabilities/guantumblack/our-insights/the-state-of-ai]




BUSINESS DEVELOPMENT

Celem jest wejscie z naszg wiedzg w obszarze Al do dziatalnosci
tworzac biznes efektywny kosztowo, lekki organizacyjnie
I w petni skalowalny a tym samym konkurencyjny.

RozpoczeliSmy prace nad wyborem sektorow oraz konkretnych
obszarow zastosowania, wykorzystujac zarowno posiadane, jak | nowo
nawigzywane relacje.

Zaktadamy przeprowadzenie pierwszych testow tworzenia struktur
biznesowych, tzn. kompletowania zespotdw, oferowania ustug

| strategil cenowej, w pierwszej potowie 2026 roku, natomiast
osiggniecie zdolnosci operacyjnej pierwszego obszaru oraz decyzja
o dalszym rozwoju zapadnie najpodznie] do konca drugiego kwartatu
2026 roku.



PARTNER SPOLECZNY
| WSPOLPRACA AKADEMICKA

Planujemy aktywne zaangazowanie w dziatalnosC organizacji wspierajgcych
lokalnych przedsiebiorcow oraz budujgcych wizerunek polskich podmiotow
za granica. Doswiadczenia z ostatnich lat pokazuja, ze w wielu obszarach

wcCigz brakuje odpowiednich regulacji, procedur lub swiadomosci rynkowej.

Deficyt wykwalifikowanych specjalistow w UE jest jednym
z najwiekszych ryzyk dla odpornosci cybernetycznej

wszystkich panstw cztonkowskich, w tym Polski.

European Union Agency for Cybersecurity (ENISA). 2024. ENISA Threat Landscape 2024




PARTNER SPOLECZNY
| WSPOLPRACA AKADEMICKA

Chcemy byc¢ zarowno uczestnikiem, jak | inicjatorem dziatan w tym zakresie.

W przypadku identyfikacji obszarow nieobjetych dotychczas aktywnoscia
organizacji branzowych, planujemy je uzupetniac. Szczegolny potencjat widzimy
na styku ochrony zdrowia, cyberbezpieczenstwa i sztucznej inteligencii.

Rownolegle zamierzamy zaciesniaC wspotprace z uczelniami, realizujgc coraz
bardziej ztozone projekty z istothym komponentem badan | rozwoju,
odpowiadajgce na realne potrzeby biznesowe.

Unia Europejska wyraznie podkresla koniecznos¢ wspoétpracy sektora
prywatnego z sektorem edukacji i nauki jako kluczowy element budowy

kompetencji dla przysztosci gospodarki.

Rada Unii Europejskiej, Digital Decade 2025 country reports: Poland




EKSPANSJA
MIEDZYNARODOWA

Podstawowa dziatalnos¢ SEDIVIO pozostaje
konkurencyjna w obszarach wymagajacych
jednoczesnego wytwarzania oprogramowania

| zapewnienia zgodnosci regulacyjnej. Pomimo
wysokie] konkurencji w samym wytwarzaniu
oprogramowania, posiadanie wtasnych rozwigzan —
takich jak Cyrima czy ustugi testow bezpieczenstwa —
pozwala ham wyrdznic sie na tle rynku.

Ekspansja zagraniczna na obecnym etapie bedzie
realizowana za posrednictwem partnerdow, co moze
byC tgczone z promocja witasnych rozwigzan. Dziatania

W tym obszarze planujemy rozpoczac od pierwszego
kwartatu 2026 roku.

Widzimy potencjat w dalszym
rozwoju produktéw z obszaru
cyberbezpieczenstwa. Po
zakonczeniu prac nad systemem
testow penetracyjnych opartym

o sztuczng inteligencje planujemy
przeprowadzenie pilotazowych

dziatan o charakterze
miedzynarodowym. W zaleznosci
od osigganych efektow, Zarzad
bedzie podejmowat decyzje

o dalszych kierunkach rozwoju,
w tym nawigzywaniu relacji

na rynkach zagranicznych.




DZIEKUJEMY,
ZE JESTES Z NAMI

SEDIVIO S.A.
Rektorska 4/lok. 2.22, 00-614 Warszawa

Sledz SEDIVIO w mediach

office@sedivio.com spotecznosciowych i badz na biezaco!
+48 226022530

www.sedivio.com m
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